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Data-Driven Safety Verification of Discrete-Time
Networks: A Compositional Approach

Navid Noroozi , Ali Salamati , Member, IEEE , and Majid Zamani , Senior Member, IEEE

Abstract—This letter proposes a compositional data-
driven approach for safety verification of networks
of discrete-time subsystems with formal guarantees.
Following a modular approach and for each subsystem,
we search for a so-called sub-barrier candidate repre-
sented as a linear combination of a priori user-defined
basis functions. We formulate the conditions on sub-barrier
candidates as robust convex programs (RCPs) which are
semi-infinite linear programs. Collecting sampled data from
each subsystem, we approximate each RCP via a scenario
convex program (SCP) which is a finite linear program.
We provide an explicit formula to compute the minimum
number of sampled data guaranteeing a desired mismatch
between the optimal value of each RCP and that of the cor-
responding SCP in a probabilistic sense. To ensure that
the sum of the sub-barrier candidates is a barrier func-
tion for the whole network, we define a global dissipativity
condition on top of the local SCPs. The local SCPs are
thus related to each other via this global condition. This
results in a large-scale optimization problem in a standard
canonical form which is efficiently solved by the alternat-
ing direction method of multipliers (ADMM) algorithm. The
effectiveness of our approach is illustrated by applying it to
a room temperature control problem in a 100-room building.

Index Terms—Data-driven methods, formal safety verifi-
cation, interconnected systems, barrier functions.

I. INTRODUCTION

INCREASING complexity in dynamical networks as well
as rapid advances in big data management and low-cost,

distributed sensing and computing have made the use of data-
driven methods for system analysis and control increasingly
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popular, e.g., [1]–[4]. Data-driven methods exploit measure-
ments of the system and may not require any prior knowledge
of the system model. However, two of the main drawbacks
with most data-driven methods are i) lack of formal out-of-
sample performance guarantees and ii) computational com-
plexity, among others. The latter can particularly become an
issue while dealing with large-scale interconnected bbsystems.

This letter aims to simultaneously address both issues in
the context of safety verification of discrete-time networks.
To this end, we mainly rely on the notion of barrier functions.
Barrier functions have been introduced as a tool for safety
verification of dynamical systems [5], [6]. They are also used
to verify robustness and/or design controllers enforcing safety,
e.g., [7], [8]. Most of these results, however, rely on having a
sufficiently accurate knowledge of models of the systems. In
this letter, we do not make such an assumption; instead we
assume that we have access to a sufficient number of sampled
data for each subsystem in a network. Specially, we provide
an explicit formula for the minimum number of data required
for each subsystem to provide an out-of-sample guarantee on
the safety of the whole network.

Following a modular approach, we associate a so-called
sub-barrier candidate to each subsystem, which is expressed
as a linear combination of a priori user-defined basis func-
tions, e.g., monomials. For each subsystem, we formulate the
conditions over each sub-barrier candidate as a robust con-
vex program (RCP), where the coefficients associated with
the corresponding sub-barrier candidate are considered as the
decision variables. Within each RCP, the constraints have to
be satisfied over all state set which makes the RCP a semi-
infinite linear program. Given that sub-systems’ models are
unavailable, the RCPs cannot be solved directly. Instead, we
approximate each RCP by a data-driven optimization program
called scenario convex program (SCP) [9]. By collecting data
from each subsystem, an SCP is obtained by replacing the
original inequality constraints in the RCP with finitely many
ones computed over the data set. By leveraging the results
in [9], we provide a minimum number of data ensuring that
the optimal value of an SCP lies within a desired vicinity of
that of the associated RCP in a probabilistic sense.

Obtaining sub-barrier candidates from local SCPs, the over-
all barrier candidate for the whole network is constructed by
taking the sum of those sub-barrier candidates. There is, how-
ever, no guarantee that the resulting function satisfies all the
requirements of a barrier certificate for the overall network. We
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address this issue by enforcing a global dissipativity condition
on top of the local SCPs. The global dissipativity condition is
expressed as a linear matrix inequality (LMI) and relates local
SCPs to each other. This results in a distributed semi-definite
program which is efficiently solved by the alternating direction
method of multipliers (ADMM) algorithm [10]. We illustrate
the effectiveness of our approach by applying it to a room
temperature problem in a circular building consisting of 100
rooms, where the dynamics are unknown.

Literature review: A series of recent approaches has been
proposed in order to combine the notion of barrier certificates
with data-driven techniques and address safety verification and
synthesis problems. In [11], an approach based on barrier func-
tions is developed to verify if there is a set of parameters for
which the trajectory of a parametric continuous-time nonlinear
system is consistent with a data-set collected from the system.
In [12], a controller is synthesized based on limited data along
with a single trajectory of the system and then a safety analy-
sis is performed using barrier certificates. In [13], an approach
is provided to learn a control barrier function via safe trajecto-
ries considering appropriate Lipschitz continuity assumptions
on the dynamical system. A procedure is proposed in [14]
to synthesize controllers for unknown nonlinear systems by
using learned Gaussian processes in place of dynamics, and
constructing control barrier certificates for them.

The result in [15] introduces a scenario-driven approach to
provide a lower bound on the number of samples required
to solve a chance constraint optimization problem with an a
priori confidence. The proposed results in [9] establish a direct
probabilistic connection between the optimal value of an RCP
and that of the corresponding scenario convex program (SCP).
The proposed results in [16] provide a data-driven approach
on the safety verification of unknown stochastic systems by
leveraging the results in [9]. Despite the effectiveness of the
method proposed in [16] in computing barrier functions, the
required number of data, unfortunately, grows exponentially
with the dimension of the system. Hence, the applicability of
this approach, in general, is limited to systems with very low
dimensions.

Contributions: In this letter, we address the computa-
tional complexity issue in [16] and extend the approach to
deal with networks of discrete-time systems. Our proposed
method breaks down the order of the computational com-
plexity into that of subsystems level, i.e., the computational
complexity is linear with respect to the number of subsys-
tems. In addition, we provide a confidence on the safety
of the overall network, which is obtained from some confi-
dences associated to subsystems. To the best of our knowledge,
this is the first result on the safety verification of unknown
interconnected systems by integrating data-driven techniques,
barrier functions, and dissipativity reasoning in a modular
manner.

Notation: For any pair (x, y) ∈ R
n × R

m, we write (x, y)
to represent [x�, y�]�. By In we denote the identity matrix
of dimension n. Given a vector v ∈ R

n, we denote the
infinity norm of v by |v|∞. Given a matrix A ∈ R

n×m,
the Frobenius norm of matrix A is defined by ||A||F =√

trace(A�A). Given a set A ⊆ R
n, the indicator function

associated to set A is defined by 1A : R
n → {0, 1},

where 1A(x) = 1 if x ∈ A and 1A(x) = 0 otherwise.
Given a complete probability space (�,F ,P), let �N be the
N-Cartesian product of set � and denote the respective product
measure by P

N .

II. PROBLEM STATEMENT

Consider a discrete-time system

� : x+ = g(x), (1)

where state x ∈ X ⊆ R
n. We assume that g : X → X is

well-defined over X .
Given an unsafe set Xu ⊆ X , we aim to verify if any

trajectory of the system starting from an initial set X0 ⊆
X \Xu, always stays away from the unsafe set Xu, while the
system dynamics g is unknown. We use the notion of barrier
certificates defined as next to verify safety of the system.

Definition 1: Consider system (1) and sets X0,Xu ⊆ X . A
function B : X → R is called a barrier function for � if there
exist γ, σ ∈ R with γ < σ such that

B(x) ≤ γ, ∀x ∈ X0, (2a)

B(x) ≥ σ, ∀x ∈ Xu, (2b)

B(g(x)) ≤ B(x), ∀x ∈ X . (2c)

Our main goal here is to compositionally verify safety of
the system. Therefore, we assume that system � is expressed
as an interconnection of � subsystems �i:

�i : x+
i = gi(xi, wi) (3)

where states xi ∈ Xi ⊆ R
ni , internal inputs wi ⊆ Wi ∈ R

pi ,
X = ∏�

i=1 Xi, and W = ∏�
i=1 Wi. The static interconnection

matrix M ∈ R
n×p, where n = ∑�

i=1 ni and p = ∑�
i=1 pi,

characterizes the way subsystems �i are connected to each
other, i.e., (w1, . . . , w�) = M(x1, . . . , x�).

Accordingly, we assume the initial and unsafe sets are par-
titioned as X0 = ∏�

i=1 X0i and Xu = ∏�
i=1 Xui, X0i,Xui ⊆ Xi.

Now we propose a notion of so-called sub-barrier functions for
subsystems �i. These functions will later be used to build bar-
rier functions as in Definition 1 for the whole interconnected
system �.

Definition 2: Consider subsystem �i in (3) and sets
X0i,Xui ⊆ Xi. A function Bi : Xi → R is called a sub-barrier
function for �i if there exist matrix Xi ∈ R

(pi+ni)×(pi+ni) with
conformal block partitions Xj,k

i , j, k ∈ {1, 2}, and γi < 1 such
that

Bi(xi) ≤ γi, ∀xi ∈ X0i, (4a)

Bi(xi) ≥ 1, ∀xi ∈ Xui, (4b)

Bi(gi(xi, wi)) ≤ Bi(xi)+z�
i Xizi, ∀xi ∈ Xi, wi ∈ Wi, (4c)

where

Xi =
[

X11
i X12

i
X21

i X22
i

]
, zi =

[
wi

xi

]
.

The following theorem, borrowed from [17] and adapted to the
context of this letter, allows us to construct a barrier certificate
as in (1) for � from sub-barrier certificates as in (2) for �i.

Authorized licensed use limited to: UNIVERSITY OF COLORADO. Downloaded on June 20,2022 at 17:21:56 UTC from IEEE Xplore.  Restrictions apply. 



2212 IEEE CONTROL SYSTEMS LETTERS, VOL. 6, 2022

The proof is analogous to the result given in [17, Th. 3.4] and
therefore is not presented here.

Theorem 1: Assume that system � is composed of
subsystems �i as in (3) with an interconnection matrix M.
Also, suppose that for each �i there exists a sub-barrier cer-
tificate Bi : Xi → R as in (2). If the following condition is
satisfied:

� :=
[

M
Ip

]�[diag(X11
1 , . . . , X11

� ) diag(X12
1 , . . . , X12

� )

diag(X21
1 , . . . , X21

� ) diag(X22
1 , . . . , X22

� )

]

︸ ︷︷ ︸
=:X

[
M
Ip

]

� 0, (5)

then the function

B(x) =
�∑

i=1

Bi(xi), (6)

is a barrier function for the overall system �.
Note that condition (5) is an LMI. To obtain an overall

barrier function B using Theorem 1, one needs to know mod-
els of subsystems. In this letter, we assume that the systems
dynamics (i.e., gi’s) are unknown. Instead, we collect Ni inde-
pendent and identically distributed (i.i.d.) data sampled from
(Xi,Wi):

Di := (
x̂il, ŵil, x̂+

il

)Ni

l=1 ⊆ Xi × Wi × Xi.

In particular, our objective is to construct sub-barrier functions
Bi from data collected from subsystems �i.

Remark 1: In our approach, subsystem �i does not nec-
essarily need to exchange information with its neighboring
subsystems to collect samples from internal input wi. In fact,
samples can be collected by looking at each subsystem in
isolation (i.e., considering wi as an external input to �i).

III. COMPOSITIONAL DATA-DRIVEN SAFETY

VERIFICATION

To construct an overall barrier certificate, we show how
sub-barrier candidates can be computed from data sets Di in
Section III-A. These individual barrier functions do not neces-
sarily satisfy LMI (5) required for the overall barrier function.
In Section III-B, we use the ADMM algorithm to enforce con-
dition (5) on the parameters associated to sub-barrier functions
so that (4) and (5) are simultaneously met.

A. Computation of Sub-Barrier Functions

We represent each sub-barrier function Bi as a linear com-
bination of user-defined basis functions pj : R

ni → R as
follows:

Bi(xi) =
ri∑

j=1

qijpj(xi), (7)

where coefficients qi := (qi1, . . . , qiri) ∈ R
ri are determined

later. Given the basis functions pj, to enforce conditions (4) on
Bi in (7), we reformulate the search for Bi into the following
RCP.

Problem 1: Consider subsystem �i in (3). Given sets
Xi,X0i,Xui and the structure of Bi as in (7), solve the
following problem:

min
ηi,νi,Xi

ηi

s.t. max
j∈{1,2,3}cj(xi, wi, νi, Xi) ≤ ηi,

∀xi ∈ Xi,∀wi ∈ Wi,

νi := (γi, qi), γi < 1, (RCP-i)

where

c1(xi, wi, νi, Xi) = (Bi(xi) − γi)1X0i(xi)

c2(xi, wi, νi, Xi) = (−Bi(xi) + 1)1Xui(xi)

c3(xi, wi, νi, Xi) = Bi(gi(xi, wi)) − Bi(xi) − z�
i Xizi.

Note that a feasible solution to Problem 1 provides a
candidate Bi satisfying conditions (4). Observe that con-
straints (RCP-i) are linear in terms of decision variables.
However, it has to be solved for all possible values of xi ∈ Xi

and wi ∈ Wi. Therefore, RCP-i is of the form of a semi-
infinite linear program. Since the system model (i.e., map
gi) is unavailable, we cannot directly solve (RCP-i). These
challenges motivate us to employ data-driven approaches and
propose a scenario convex program (SCP) of RCP-i. The cru-
cial step is to provide an error bound between the optimal
solution of (RCP-i) and that of the corresponding SCP. Below
is the scenario convex problem associated to (RCP-i).

Problem 2: Consider subsystem �i in (3). Given sets
Xi,X0i,Xui, data set Di, and the structure of Bi as in (7),
solve the following problem:

min
ηi,νi,Xi

ηi

s.t. max
j∈{1,2,3}cj(x̂il, ŵil, νi, Xi) ≤ ηi,

νi := (γi, qi), γi < 1, ∀(x̂il, ŵil, x̂+
il ) ∈ Di, (SCP-i)

with cj’s as in (RCP-i). Note that the last constraint will be of
the form: c3(x̂il, ŵil, νi, Xi) = Bi(x̂

+
il ) − Bi(x̂il) − z�

i Xizi.

Following [16, Th. 5.2], we provide a probabilistic closeness
between the optimal value of (RCP-i), denoted by η∗

RCP−i, and
that of (SCP-i), denoted by η∗

SCP−i(Di). In particular, this is
given based on the minimum number of data Ni and the prob-
abilistic confidence parameter denoted by βi, cf. (8) below.
To this end, we make the following regularity assumption on
functions cj in (RCP-i).

Assumption 1: Functions cj : Rni×R
pi×R

ri+1×R
(pi+ni)

2 →
R, j = 1, 2, 3, are locally Lipschitz with respect to the first
two arguments, uniformly in the others, with the corresponding
Lipschitz constants Lj > 0, j = 1, 2, 3.1

Remark 2: As shown in [16, Lemma 5.4], one can compute
Lipschitz constants Lj, j = 1, 2, 3, (or their upper bounds) by
assuming continuous differentiability of the system dynamics
gi and bounding the coefficients qi in (7). The latter can be
ensured by enforcing extra constraints over qi in SCP-i. We
further discuss this point in Section IV.
Now we propose the first result of this letter.

1To avoid notational burden, we consider the same Lipschitz constants
Lj, j = 1, 2, 3, for all RCP-i, i ∈ {1, . . . , �}.
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Theorem 2: Consider subsystem �i and associated sets
Xi,X0i and Xui. Let Assumption 1 hold with Lipschitz con-
stants Lj, j = 1, 2, 3. Also, let εi, βi ∈ [0, 1] with εi ≤ L :=
max{L1, L2, L3}, ε̄i := ( εi

L )ni and si := ri + 1 + (pi + ni)
2. If

Ni ≥ N(ε̄i, βi), where

N(ε̄i, βi) := min

⎧
⎨

⎩
ñ ∈ N |

si∑

j=0

(
ñ

j

)
ε̄

j
i (1 − ε̄i)

ñ−j ≤ βi

⎫
⎬

⎭
, (8)

and η∗
SCP−i + εi ≤ 0, then function Bi obtained from solving

Problem 2 satisfies conditions (4) with a confidence of at least
1 − βi.

Proof: From [9, Th. 3.6], one has

P
Ni

[
η∗

RCP−i − η∗
SCP−i(Di) ∈ [0, εi]

] ≥ 1 − βi,

for any Ni ≥ N(( εi
LspL )ni , βi), where Lsp is a Slater constant as

defined in [9, eq. (5)]. Since (RCP-i) can be cast as a min-
max optimization problem, the constant Lsp can be selected
as 1 [9, Remark 3.5]. The number of decision variables in
the original RCP-i is ri + 2 + (pi + ni)

2. This leads to the
expression (8) for the minimum required number of samples
according to [9, eq. (3)]. Now, one can readily conclude that
for any Ni ≥ N(ε̄i, βi), we have

P
Ni

[
η∗

RCP−i ≤ η∗
SCP−i(Di) + εi

] ≥ 1 − βi. (9)

Since η∗
SCP−i + εi ≤ 0, inequality (9) implies that η∗

RCP−i is
non-positive with a confidence of at least 1−βi, which ensures
satisfaction of conditions (4) with a confidence of at least 1 −
βi. This completes the proof.

The above result only gives certain confidences on the cor-
rectness of sub-barrier functions obtained from SCP-i, while
we need to ensure that their summations give an overall barrier
function for network � with some confidence. The follow-
ing theorem provides such a confidence bound for the overall
barrier function B, which provides the desired out-of-sample
safety guarantee for the overall network �.

Theorem 3: Consider network � and associated sets X ,X0
and Xu. Suppose that for each subsystem �i all assumptions
in Theorem 2 are satisfied. In addition, assume that all Xi, i =
1, . . . , �, computed from (SCP-i), satisfy (5). Then, function B
in (6) is a barrier function for � with a confidence of at least
1−∑�

i=1 βi, where βi are the confidence parameters associated
with Bi as in Theorem 2.

Proof: Recalling the proof of Theorem 2, for each subsys-
tem �i, i ∈ {1, . . . , �}, one has P

Ni[η∗
RCP−i ≤ η∗

SCP−i(Di) +
εi] ≥ 1−βi. We define an event Ai whose occurrence is equiv-
alent to having a data set Di such that a solution to SCP-i also
solves RCP-i with a probability of at least 1 − βi. Thus, we
define Ai := {Di | η∗

SCP−i(Di) + εi ≤ 0}, i = 1, . . . , �. As for
the overall network, we need all these � events to simultane-
ously hold. Thus we obtain a probability lower bound on the
intersection of these events. From probability theory, one can
easily get the following inequality:

P

[
�⋂

i=1

Ai

]

≥ 1 − P[A1] − · · · − P[A�]

≥ 1 − β1 − · · · − β� = 1 −
�∑

i=1

βi,

which completes the proof.

B. Computation of the Overall Barrier Function

According to Theorem 2, solutions to (SCP-i) provide
a set of sub-barrier functions Bi with a priori given con-
fidence bounds. However, matrices Xi associated to these
functions may not necessarily satisfy (5). To address this
issue, we exploit the ADMM algorithm to formulate our
problem into a set of local conditions aiming at solv-
ing (SCP-i) individually and a global condition enforcing
condition (5). To do so, we define the following local
constraints:

Li := {(ηi, νi,Xi):

max
j∈{1,2,3} cj(x̂il, ŵil, νi, Xi) ≤ ηi, ∀(x̂il, ŵil, x̂+

il ) ∈ Di

}
.

(10)

In addition, the global constraint is given by:

G := {(X1, . . . , X�):(5) holds}. (11)

The following indicator functions are also needed to repre-
sent the problem in a standard ADMM form:

1Li(ηi, νi, Xi) :=
{

0 (ηi, νi, Xi) ∈ Li,

+∞ otherwise,
(12)

and

1G(X1, . . . , X�) :=
{

0 (X1, . . . , X�) ∈ G,

+∞ otherwise.
(13)

Now by introducing auxiliary variables Zi ∈ R
(pi+ni)×(pi+ni),

i = 1, . . . , �, we write the following optimization problem in
a standard canonical form.

Problem 3: Consider network � in (1). Given sets
Xi,X0i,Xui, data sets Di, and the structure of Bi as in (7),
solve the following problem:

min
ηi,νi,Xi,Zi,
i∈{1,...,�}

�∑

i=1

(
ηi + 1Li(ηi, νi, Xi)

) + 1G(Z1, . . . , Z�)

s.t. Xi − Zi = 0. (14)

We note that Problem 3 is a convex program with a standard
canonical structure which allows for the use of typical dis-
tributed convex optimization algorithms. To solve Problem 3,
we use the ADMM algorithm [10] which updates the essential
variables at each iteration k as follows:

1) For each i ∈ {1, . . . , �}, solve the local problem:

(ηk+1
i , νk+1

i , Xk+1
i ) ∈ argmin

η∗
i ,ν∗

i ,X∗
i ∈Li

η∗
i + ||X∗

i − Zk
i + �k

i ||2F;

2) if (Xk+1
1 , . . . , Xk+1

� ) ∈ G, we successfully terminate the
algorithm. Otherwise, solve the global problem:

(Zk+1
1 , . . . , Zk+1

� ) ∈ argmin
Z∗

1 ,...,Z∗
� ∈G

�∑

i=1

||Xk+1
i − Z∗

i + �k
i ||2F;

3) Update the so-called dual variables �i as:

�k+1
i = Xk+1

i − Zk+1
i + �k

i ,

and return to (i).
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Algorithm 1 Compositional Data-Driven Safety Verification
of Network �

Input: βi ∈ [0, 1], Z0
i ∈ R

(pi+ni)×(pi+ni), �0
i ∈

R
(pi+ni)×(pi+ni), i = 1, . . . , �, L := max{L1, L2, L3},

M ∈ R
n×p, k = 0.

Output: ηi, νi, Xi, i = 1, . . . , �.
1 Choose εi ≤ L.
2 Compute the minimum number of samples Ni ≥ N(ε̄i, βi) as

in (8).
3 foreach i ∈ {1, . . . , �} do
4 (ηk+1

i , νk+1
i , Xk+1

i ) ∈ argmin
η∗

i ,ν∗
i ,X∗

i ∈Li

η∗
i + ||X∗

i − Zk
i + �k

i ||2F.

5 end
6 if (Xk+1

1 , . . . , Xk+1
� ) /∈ G then

7 (Zk+1
1 , . . . , Zk+1

� ) ∈ argmin
Z∗

1 ,...,Z∗
� ∈G

∑�
i=1 ||Xk+1

i − Z∗
i + �k

i ||2F.

8 Compute �k+1
i = Xk+1

i − Zk+1
i + �k

i .
9 k = k + 1.

10 Return to 3
11 else
12 Break and go to 14.
13 end
14 ηi = ηk

i , νi = νk
i , Xi = Xk

i for all i ∈ {1, . . . , �}.

Algorithm 1 summarizes the steps that are needed for the
implementation of our compositional data-driven approach by
each individual subsystem.

Remark 3: We note that one needs to feed Algorithm 1
with the Lipschitz constants Lj, j = 1, 2, 3. If the dynamics
gi’s are continuously differentiable, using [16, Lemma 5.4],
one can compute Lj, j = 1, 2, 3. In this lemma, a quadratic
barrier candidate is considered. However, this choice of barrier
candidates is not restrictive as any polynomial function can be
cast as a quadratic function of monomials.

IV. EXAMPLE

Here we verify the effectiveness of Algorithm 1 by applying
it to a room temperature problem in a circular building. The
overall system is described by

x(k + 1) = Ax(k) + αeTE + αhThu(k),

where A ∈ R
�×� is a circulant matrix with {A}ii = 1 − 2α −

αe −αhui(k), {A}i(i+1) = {A}(i+1)i = {A}1� = {A}�1 = α for all
i ∈ {1, . . . , �−1}, and all other components are zero. Here, x ∈
R

� is the state vector, u ∈ R
� is the control input vector, TE ∈

R
� is a constant vector containing the external temperature,

Th > 0 is the heater temperature, and α, αe, αh > 0 are the
heat exchange coefficients.

The state set is X = [19, 28]�, the initial set is X0 =
[20.5, 22.5]�, and the unsafe set is Xu = [24, 28]�. Assume
TEi = 15◦C for all i ∈ {1, . . . , �}, Th = 55◦C, α = 5 × 10−2,
αe = 8 × 10−3, and αh = 3.6 × 10−3. We consider con-
trollers ui(xi) = −0.002398xi + 0.5357 as designed in [18].
It was shown in [18, Sec. 6.1] that state trajectories of the
closed-loop system starting from X0 = [20.5, 22.5]� will not
enter the unsafe set Xu = [24, 28]�. We aim to verify this

safety property under the assumption that the model of the
closed-loop system is unavailable.

By decomposing the closed-loop system into � subsystems,
we have

�i : xi(k + 1) = axi(k) + αeTEi + 0.5357αhTh + αwi(k),

(15)

where a = 1 − 2α − αe + αh(0.002398xi − 0.5357) −
0.002398α2

hTh, and wi = xi−1 + xi+1, i = 2, . . . , � − 1,
w1 = x2 + x�, and w� = x1 + x�−1. The interconnection matrix
M is circulant whose components are given by {M}i(i+1) =
{M}(i+1)i = {M}1� = {M}�1 = 1 for all i ∈ {1, . . . , � − 1}, and
all other components are zero.

Let the network be composed of � = 100 subsystems.
Taking the basis functions pj(xi) = xj−1

i , j ∈ {1, 2, 3},
in (7), the sub-barrier candidates are expressed as Bi(xi) =∑3

j=1 qijx
j−1
i , i = 1, . . . , �. Recalling Algorithm 1, we need

to feed the algorithm with βi’s and L as input. We pick the
confidence parameter βi = 10−3 for all i ∈ {1, . . . , �}. Using
Remark 2, to compute Lipschitz constants Lj, j = 1, 2, 3, in
Assumption 1, we assume that the Lipschitz constant associ-
ated with the dynamics of each subsystem in (15) is given and
is equal to 2. We also assume | ∂gi

∂x | ≤ 1. Then, by assuming
|qi|∞ ≤ 15 and using [16, Lemma 5.4], the Lipschitz constant
L is calculated as 468. We also pick εi = 1 which clearly sat-
isfies εi ≤ L. From (8), the minimum number of data samples
is calculated as N(1/468, 10−3) = 17474 for each subsys-
tem. As discussed earlier, we exploit the ADMM algorithm for
computation of the sub-barrier functions and associated param-
eters. In particular, each local convex problem (i.e., Step 4 of
Algorithm 1) is solved by CVX [19] and the global problem
(i.e., Step 8 of Algorithm 1) is solved by YALMIP [20], where
both software packages run in MATLAB. In each local convex
problem Li in (10), we enforce extra conditions |qi|∞ ≤ 15 on
the coefficients qi associated to the sub-barrier functions Bi.
This ensures that the a priori specified assumption L ≤ 468 is
not violated. The ADMM algorithm converges after six steps.
On an iMac with 3.5 GHz Quad-Core Intel Core i7 and 32
GB RAM, our algorithm converges in 380 seconds on aver-
age. From (8), one can observe that Ni grows exponentially
with the system’s dimension. Moreover, the number of con-
straints in (SCP-i) is proportional to Ni. These clearly affect
the overall computational complexity. To show the effective-
ness of our approach over the one in [16], Table I reports
the minimum number of data required to solve the corre-
sponding SCP in [16] for various network sizes, with the
same overall confidence parameter β = 0.01. In this table,
�·� denotes the floor function. As seen, the method in [16]
is not practically applicable to networks with more than 2
subsystems. On the contrary, our method breaks the compu-
tational complexity to the level of subsystems and, hence, it
is independent of the network’s size. We only need to glob-
ally solve LMI (5), which is possible for large networks in
practice.

Given that the system is spatially invariant with identical
dynamics, the sub-barrier functions are computed identically
as Bi(xi) = 0.6466x2

i + 14.81xi + 14.5. The other decision

Authorized licensed use limited to: UNIVERSITY OF COLORADO. Downloaded on June 20,2022 at 17:21:56 UTC from IEEE Xplore.  Restrictions apply. 



NOROOZI et al.: DATA-DRIVEN SAFETY VERIFICATION OF DISCRETE-TIME NETWORKS: COMPOSITIONAL APPROACH 2215

TABLE I
THE MINIMUM NUMBER OF COLLECTED DATA IN [16]

Fig. 1. The solid, blue line draws sub-barrier function Bi for any i =
1, . . . , 100. The light blue and light red regions, respectively, represent
the initial and unsafe sets.

Fig. 2. Illustration of the decay condition (4c) for sub-barrier function
Bi , i = 15, where zi = (wi , xi ).

variables are also identically computed as η∗
SCP−i(Di) = −10

and γi = 0.95. As η∗
SCP−i + εi ≤ 0 for each i ∈ {1, . . . , �},

from Theorem 2 the computed functions Bi can be consid-
ered as sub-barrier functions with a confidence of at least
0.999. The sub-barrier function B15 is depicted in Fig. 1 as
a representative. Conditions (4a) and (4b) are clearly sat-
isfied. Since sub-barrier functions are identical, the same
conclusion is obtained for all other sub-barrier functions. This
implies that the constructed overall barrier function which
is the sum of sub-barrier functions have the same proper-
ties, i.e., conditions (2a) and (2b) are clearly fulfilled with
X0 = [20.5, 22.5]100 and Xu = [24, 28]100. Condition (4c)
is also illustrated in Fig. 2 for the representative sub-barrier
function B15, where matrix X15 is computed as:

X15 =
[

0.0627 0.0445
−0.0105 −0.1264

]
.

This figure illustrates that for all possible values of
states within X15 = [19, 28] and of internal inputs within
W15 = [38, 56], the decay condition (4c) is satisfied. The
other matrices Xi are not presented here due to the space

constraints. Nevertheless, we remark that the computed matri-
ces Xi result in a negative definite matrix � as in (5)
with the largest eigenvalue being equal to −0.4681, which
implies that the global compositionality condition (5) holds.
Since the overall barrier function is the sum over sub-
barrier ones, this together with the satisfaction of con-
dition (4c) imply that the decay condition (2c) holds.
Thus, from Theorem 3, function B in (6) is a barrier
function for the overall network with a confidence of at
least 0.9.
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